
Bulletin of Acts, Orders and Decrees of the Kingdom of the Netherlands 
 
Act of 7 February 2002, providing for rules relating to the intelligence and 
security services and amendment of several acts (Intelligence and Security 
Services Act 2002), as amended by the Act of 2 November 2006 (Bulletin of 
Acts, Orders and Decrees 2006, 574) 
 
We Beatrix, by the grace of God, Queen of the Netherlands, Princess of Oranje-Nassau, et cetera, et 
cetera, et cetera. 
 
To all who see or read this, be greeted! And understand the following: 
That we, having considered that it is desirable to lay down new rules concerning the services 
responsible for conducting investigations and promoting measures in the interest of national security 
and other important state interests, the processing of data by the above services, the inspection of the 
data processed by these services, the supervision and handling of complaints, and in connection with 
the above, to amend several Acts;  
 
In this way, We, having heard the Council of State, and after public consultation of the States General, 
have approved and agreed as follows: 
 
Chapter 1. General provisions 
 
Article 1 
 
In this Act and the provisions based on this Act, the following terms are defined: 
a. service: the General Intelligence and Security Service or the Defence Intelligence and Security 

Service; 
b. co-ordinator: the functionary referred to in Article 4; 
c. the relevant Minister: 

1º.  regarding the General Intelligence and Security Service: the Minister of the Interior and 
Kingdom Relations; 
2º.  regarding the Defence Intelligence and Security Service: the Minister of Defence; 
3º.  regarding the co-ordinator: the Prime Minister, Minister of General Affairs; 

d. information: personal data and other information; 
e. personal data: information relating to an identifiable or identified, individual natural person; 
f. information processing or the processing of information: any action or any set of actions 

regarding information, including in any case collecting, recording, arranging, storing, updating, 
altering, retrieving, consulting or using information, disseminating information by means of 
forwarding, distributing information or any other form of making available of information, and 
the assembling, interrelating, protecting, exchanging or destroying of information; 

g. supervisory committee: the committee referred to in Article 64. 
 
Article 2 
 
The services and the co-ordinator will exercise their duties in accordance with the law and in 
subordination to the relevant Minister. 
 
Chapter 2. The services and the co-ordination between the services 
 
Section 2.1. The co-ordination of the tasks performed by the services 
 
Article 3 
 
The relevant Ministers will regularly consult together on their policy regarding the services and the co-
ordination of the policy. Other Ministers apart from the relevant Ministers will be invited to participate in 
these consultations if this is required in view of the interests to be served. 
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Article 4 
 
1. There is a co-ordinator of the intelligence and security services. 
2. The co-ordinator is appointed by Royal Decree on the joint recommendation of the relevant 

Ministers. 
3. The co-ordinator is responsible for, in accordance with the instructions of the Prime Minister, 

Minister of General Affairs and other relevant Ministers: 
a. preparing the consultations referred to in Article 3; 
b. co-ordinating the performance of the tasks of the services; 

4. The co-ordinator will inform the relevant Ministers of anything that may be of concern. 
5. Chapter 3, with the exception of section 3.2.2, and chapter 4, apply by analogy to the 

processing of information by the co-ordinator. 
 
Article 5 
 
The heads of the services will assist the co-ordinator in the execution of his tasks. To this end they will 
provide him will all information necessary. 
 
Section 2.2 The General Intelligence and Security Service 
 
Article 6 
 
1. There is a General Intelligence and Security Service. 
2. In the interest of national security the General Intelligence and Security Service has the 

following tasks: 
a. conducting investigations regarding organisations that, and persons who, because of the 

objectives they pursue, or through their activities give cause for serious suspicion that 
they are a danger to the continued existence of the democratic legal system, or to the 
security or other vital interests of the state; 

b. conducting security clearance investigations as referred to in the Security Investigations 
Act; 

c. promoting measures for the protection of the interests referred to under a, including 
measures for the protection of information that is to remain secret for reasons of national 
security, and information pertaining to those parts of the public service and business 
community that in the opinion of the relevant Ministers are of vital importance for the 
continued existence of the social order; 

d. conducting investigations regarding other countries concerning subjects designated by the 
Prime Minister, Minister of General Affairs, in accordance with the relevant Ministers; 

e. drawing up threat and risk assessments at the joint request of the Minister of the Interior 
and Kingdom Relations and the Minister of Justice for the benefit of the protection of the 
persons referred to in Article 6, third paragraph under b, and Article 38, first paragraph 
under c of the Police Act 1993 and the guarding and security of property and services that 
have been designated pursuant to Article 15a of this act. 

 
Article 6a  
 
1.  The threat and risk analyses referred to in Article 6, second paragraph under e, are drawn up 

on the basis of information provided by: 
a. the persons referred to in Article 6, third paragraph under b, and Article 38, first 

paragraph, under c of the Police Act 1993; 
b. those who are charged with representing the interests of the persons referred to in Article 

6, third paragraph, under b, and Article 38, first paragraph, under c of the Police Act 1993; 
c. those who are charged with representing the interests of the property or the services that 

have been designated pursuant to Article 15a of the Police Act 1993; 
d. the services; 
e. the police; or 
f. the Public Prosecution Service. 

2. The General Intelligence and Security Service is only authorised to collect information for the 
drawing up of threat and risk analyses as referred to in Article 6, second paragraph, under e, if 
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this is necessitated by information that has been provided under the provisions of the first 
paragraph. 

 
Section 2.3 The Defence Intelligence and Security Service 
 
Article 7 
 
1. There is a Defence Intelligence and Security Service. 
2. In the interest of national security the Defence Intelligence and Security Service has the 

following tasks: 
a. conducting investigations: 
 1º.  into the potential and the armed forces of other powers, in order to achieve a 
 balanced composition and an effective use of our armed forces; 
 2º.  of factors that are or may be of influence on maintaining and promoting the 
 international legal system, in so far as the armed forces are, or are expected to become, 
 involved in this; 
b. conducting security clearance investigations as referred to in the Security Investigations 
 Act; 
c. conducting investigations necessary for taking measures: 
 1º.  to prevent activities aimed at damaging the security or readiness of the armed forces; 
 2º.  to promote a proper organisation of the mobilisation and concentration of the armed 
 forces; 
 3º.  for a smooth preparation and deployment of the armed forces as referred to in part a,  
 under 2 º; 
d. promoting measures to protect the interests referred to under c, including measures to 
protect information concerning the armed forces the secrecy of which is required; 
e. conducting investigations concerning other countries, regarding matters with military 
relevance that have been designated by the Prime Minister, Minister of General Affairs in 
accordance with the relevant Ministers; 
f. drawing up threat and risk analyses at the joint request of the Minister of the Interior and 
Kingdom Relations and the Minister of Justice for the benefit of the protection of the persons 
referred to in Article 6, third paragraph, under b, and Article 38, first paragraph, under c of the 
Police Act 1993, and the guarding and protection of property and services that have been 
designated pursuant to Article 15a of this act, in so far as persons, property and services with 
a military relevance are concerned. 

 
Article 7a 
 
1. The threat and risk analyses referred to in Article 6, second paragraph, under e, are drawn up 

on the basis of information provided by: 
a. the persons referred to in Article 6, third paragraph, under b, and Article 38,  first 

paragraph, under c of the Police Act 1993; 
b. those who are charged with representing the interests of the persons referred to in Article 

6, third paragraph, under b, and Article 38, first paragraph, under c of the Police Act 1993; 
c. those who are charged with representing the interests of the property or the services that 

have been designated pursuant to Article 15a of the Police Act 1993; 
d. the services; 
e. the police; or 
f. the Public Prosecution Service. 

2. The Defence Intelligence and Security Service is only authorised to collect information for the 
drawing up of threat and risk analyses as referred to in Article 7, second paragraph, under f, if 
this is necessitated by information that has been provided under the provisions of the first 
paragraph. 

 
Section 2.4 Reporting on the execution of tasks by the services 
 
Article 8 
 
1. Once a year, before 1 May, the relevant Ministers will publicly report simultaneously to the two 

Chambers of the States General on the way in which the General Intelligence and Security 
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Service and the Defence Intelligence and Security Service have carried out their tasks over 
the past calendar year. 

2. The report will in any case include a comprehensive overview of: 
a. the areas of special attention on which the service has focused its activities over the past 

year; 
b. the areas of special attention on which the service will in any case focus its activities in 

the current year. 
3. The public report will in any case not make mention of information that provides insight into: 

a. resources used by the service in concrete cases; 
b. secret sources used by the service; 
c. the service's current level of knowledge. 

4. The relevant Minister can confidentially disclose the information referred to in the third 
paragraph to either one or both Chambers of the States General. 

5. Without prejudice to the obligation referred to in the first paragraph, the relevant Ministers will 
of their own accord inform both Chambers of the States General, if there is reason to do so. 
The third and fourth paragraphs are applicable by analogy. 

 
Section 2.5 Special provisions regarding the functionaries active for the services 
 
Article 9 
 
1. The functionaries of the services have no powers to investigate offences. 
2. The functionaries referred to in Article 60 when conducting activities in the sense of said 

Article, will not exercise any powers to investigate offences. 
 
Article 10 
 
1. A functionary of a service is not permitted, other(wise) than for the performance of his duties, 

to travel to or stay in: 
a. a country actually engaged in an armed conflict; 
b. countries designated by ministerial order by the relevant Ministers in which a stay by a 
functionary of a service may constitute a special national security risk. 

2. The relevant Minister can grant an exemption from the prohibition referred to in the first 
paragraph, if the urgent personal or other interests of the functionary in question so require 
and provided it is not detrimental to the security or other vital interests of the state. 

3. This Article is applicable by analogy regarding the co-ordinator, the functionaries subordinate 
to the co-ordinator and the functionaries appointed in accordance with Article 60, second 
paragraph. 

 
Section 2.6 More detailed provisions regarding the organisation, method of working and 
management of the services 
 
Article 11 
 
The relevant Minister can lay down more detailed rules regarding the organisation, method of working 
and management of a service. 
 
Chapter 3. The processing of information by the services 
 
Section 3.1 General provisions 
 
Article 12 
 
1. The services are authorised to process information with due observance of the requirements 

set by or in accordance with this Act or by or in accordance with the Security Investigations 
Act. 

2. Processing information takes place exclusively for a specific purpose and only in so far as 
necessary for the proper implementation of this Act or the Security Investigations Act. 

3. Processing information takes place in accordance with the law and with proper and due care. 
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4. The information processed in the context of the performance of the services is provided with 
an indication of the degree of reliability or a reference to the document or source from which 
the information is derived. 

 
Article 13 
 
1. The General Intelligence and Security Service may only process personal data relating to 

persons: 
a. who give cause to serious suspicion for being a danger to the democratic legal system, or 

to the security or other vital interests of the state; 
b. who have given permission for a security clearance investigation; 
c. for whom this is necessary within the context of the investigations regarding other 

countries; 
d. about whom information has been obtained by another intelligence or security service; 
e. whose data are necessary to support a proper performance of the service’s duties; 
f. who are currently or have been employed by a service; 
g. concerning whom this is necessary within the context of drawing up threat and risk 

analyses as referred to in Article 6, second paragraph, under e. 
2. The Military Intelligence and Security Service may only process personal data relating to 

persons: 
a. who give cause to serious suspicion that they are a danger to the safety or the readiness 

of the armed forces; 
b. who have given permission for a security clearance investigation; 
c. for whom this is necessary within the context of the investigations regarding other 

countries; 
d. about whom information has been obtained by another intelligence or security service; 
e. whose data are necessary to support a proper performance of the service’s duties; 
f. who are currently or have been employed by a service; 
g. concerning whom this is necessary within the context of an investigation as referred to in 

Article 7, second paragraph  under a, subparagraph 2°; 
h. concerning whom this is necessary within the context of drawing up of threat analyses as 

referred to in Article 7, second paragraph, under f; 
i. concerning whom this is necessary within the context of the drawing up of an analysis by 

the Defence Intelligence and Security Service, at the request of the Minister of Defence, 
of potential threats against a person employed by the armed forces who, or property in 
use by the armed forces whom or which has not been designated pursuant to Article 6, 
third paragraph, under b, and Article 38, first paragraph, under c, or Article 15a of the 
Police Act 1993 respectively.  

3. There is no processing of personal data on the basis of a person's religion or convictions 
about life, or on the basis of his race, health and sexual life. 

4. Processing of personal data relating to the characteristics referred to in the third paragraph will   
only take place supplementary to the processing of other information and only in so far as it is 
inevitable for the purpose of processing the information. 

 
Article 14 
 
1. The Articles 12, 13, first, third and fourth paragraphs are also applicable to processing 

information for the General Intelligence and Security Service by the functionaries referred to in 
Article 60. 

2. Processing of information as referred to in the first paragraph for the General Intelligence and 
Security Service will remain strictly separated from the processing of information by the 
relevant functionaries for other purposes. The head of the General Intelligence and Security 
Service can give further instructions on this matter. 

3. The Minister of the Interior and Kingdom Relations is responsible for the archive documents 
relating to the processing of information for the General Intelligence and Security Service by 
the functionaries referred to in Article 60, in so far as these archive documents have not been 
transferred to a depository belonging to the national archives. 
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Article 15 
 
The heads of the services are responsible for: 
a. the secrecy of the relevant information; 
b. the secrecy of the relevant sources from which information is derived; 
c. the safety of the persons co-operating in the collection of the information. 
 
Article 16 
 
The heads of the services are also responsible for: 
a. the necessary provisions to promote the accuracy and completeness of the information 

processed; 
b. the necessary provisions of a technical and organisational nature to protect the processing of 

information against loss of or damage to information, and against the unauthorised processing 
of information;  

c. appointing persons who are exclusively authorised to conduct the activities stated together 
with the appointment within the context of processing information. 

 
Section 3.2 Collecting information 
 
Section 3.2.1. General  
 
Article 17 
 
1. In performing their tasks, or in order to support a proper performance of their duties, the 

services, in order to collect information, are authorised to apply to: 
a. administrative bodies, public servants and furthermore any persons deemed capable of 

providing the necessary information; 
b. the person responsible for processing specific information. 

2. In the case referred to in the first paragraph, opening words and under b, the public servant 
charged with the matter is obliged to prove his identity to the person responsible for the 
processing of information in a specific case, on the basis of an identity card provided by the 
relevant head of a service. 

3. The provisions in force for the person responsible for processing information in a specific case 
regarding the furnishing of such information do not apply if such information is furnished 
pursuant to a request as referred to in the first paragraph, opening words and under b. 

 
Section 3.2.2. Special powers of the services 

 
Article 18 

 
A power as referred to in this paragraph may only be exercised in so far as necessary for a proper 
performance of the tasks as referred to in Article 6, second paragraph, under a and d, and the tasks as 
referred to in Article 7, second paragraph, under a, c, and e. 

 
Article 19 
 
1. Exercising a power as referred to in this section by a service is permitted only if, in so far as 

this section does not provide otherwise, the relevant Minister or the relevant head of a service 
on behalf of this Minister, has given permission for this. 

2. The head of a service can, by written decision, appoint subordinate functionaries to grant the 
permission referred to in the first paragraph on his behalf. A copy of the decision is sent to the 
relevant Minister. 

3. The permission is granted, in so far as not otherwise provided by law, for a period of a 
maximum of three months and can each time be extended in response to a request to that 
effect for a similar period at a time. 
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Article 20 
 
1. The services are authorised to: 

a. conduct surveillance and within this context record information relating to the actions of 
natural persons or information relating to objects, whether or not with the aid of 
observation and registration instruments; 

b. trace and within this context record information relating to natural persons or information 
relating to objects, whether or not with the aid of tracing instruments, location positioning 
equipment and registration instruments. 

2. Using observation and registration instruments as referred to in the first paragraph, under a, 
and installing tracing instruments, location positioning equipment and registration instruments 
as referred to in the first paragraph under b by the Defence Intelligence and Security Service 
is only permitted, in so far as this concerns the use or installation of such instruments or 
equipment in enclosed spaces not in use by the Ministry of Defence, if permission therefore is 
granted in accordance with the Minister of the Interior and Kingdom Relations or, in so far as 
applicable, the head of the General Intelligence and Security Service.  

3. Using observation and registration instruments as referred to in the first paragraph, under a 
within dwellings is permitted only if the relevant Minister has given the head of the service 
written permission to do so. In the case referred to in the second paragraph permission is 
granted, in so far as dwellings are concerned, by the Minister of the Interior and Kingdom 
Relations 

4. The request for permission as referred to in the third paragraph is made by the head of the 
service and contains at least: 
a. the address of the dwelling in which the instrument is to be used; 
b. a description of the type of instrument to be used; 
c. the reason why the use of the relevant instrument is deemed necessary. 

 
Article 21 
 
1. The services are authorised to:  

a. deploy natural persons, whether or not under cover of an assumed identity or capacity, 
who, under the responsibility and on the instruction of a service, are charged with: 
1°.  collecting in a directed way information relating to persons and organisations that can 
be relevant to the performance of the tasks of a service; 
2°.  promoting or taking measures to protect the interests attended to by a service. 

b. setting up and using legal entities in support of operational activities. 
2. The relevant Minister can instruct in writing the relevant administrative bodies to co-operate in 

so far as necessary to provide a natural person as referred to in the first paragraph, under a 
with an assumed identity. The statutory provisions in force for the administrative body relating 
to the activities requested, will not apply in so far as these provisions are in conflict with the 
execution of such activities. 

3. The natural person referred to in the first paragraph under a can receive instructions from the 
service to perform activities that may result in rendering assistance in the committing of an 
offence or in committing an offence. An instruction as referred to in the first sentence is only 
issued if a proper performance of the duties of the service or the safety of the relevant natural 
person so require. 

4. The natural person referred to in the first paragraph, under a, in carrying out the instruction is 
not permitted to get someone, due to the first person's actions, to carry out other actions 
regarding the devising or committing of offences than those actions the second person was 
intending to carry out already. 

5. On issuing the instruction referred to in the third paragraph, the person in question will be 
instructed: 
a. under which circumstances it is permitted to carry out activities pursuant to the instruction 

that may result in rendering assistance in the committing of an offence or in committing an 
offence; 

b. how the instruction is to be executed, including the nature of the activities that will be 
carried out by the person in question, in so far as these activities can be foreseen on 
issuing the instruction. 

6. The instruction to a natural person as referred to in the first paragraph, under a, is recorded in 
writing. 
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7. By or in accordance with an Order in Council, on the joint recommendation of the relevant 
Ministers and the Minister of Justice, further rules can be laid down regarding: 
a. the conditions under which and the cases in which a natural person as referred to in the 

first paragraph, under a, is permitted to carry out activities pursuant to the instruction that 
may result in rendering assistance in the committing of an offence or in committing an 
offence; 

b. how the execution of the relevant power is supervised. 
8. Article 34, first and second paragraph of the Government Accounting Act 2001 does not apply 

to the formation of a legal entity as referred to in the first paragraph, under b. 
 
Article 22 
 
1. The services are authorised, with or without the aid of a technical instrument: 

a. to conduct a search of enclosed spaces; 
b. to search closed objects; 
c. conduct an investigation of objects aimed at establishing a person's identity.  

2. The execution of the power referred to in the first paragraph by the Defence Intelligence and 
Security Service outside of places in use by the Ministry of Defence, is only permitted if 
permission therefore is granted in accordance with the Minister of the Interior and Kingdom 
Relations or, in so far as applicable, the head of the General Intelligence and Security Service. 

3. If required for an investigation carried out by a service, an object found in the course of the 
execution of the power referred to in the first paragraph can be removed for a limited time by 
the service in question, in so far as examination of the relevant object at the site of the search 
is impossible and the intended collection of information cannot be accomplished in any other, 
less intrusive manner. The object in question will be replaced as soon as possible, unless this 
conflicts with a proper performance of the duties of the service or no reasonable interest is 
served by replacing the object. 

4. The power referred to in the first paragraph, under a, may only be exercised, in so far as it 
concerns dwellings, if the relevant Minister has given the head of the service written 
permission to do so. The execution of the power referred to in the first paragraph, under a, by 
the Defence Intelligence and Security Service relating to dwellings outside of places in use by 
the Ministry of Defence, is only permitted if permission therefore is granted in accordance with 
the Minister of the Interior and Kingdom Relations. 

5. The permission referred to in the fourth paragraph is granted for a maximum period of three 
days. The General Extension of Time-limits Act does not apply. 

6. The request for permission as referred to in the fourth paragraph is made by the head of the 
service and contains at least: 
a. the address of the dwelling that is to be searched, and 
b. the reason why the dwelling is to be searched. 

 
Article 23 
 
1. The services are authorised to open letters and other consignments without the consent of the 

sender or the addressee, provided the District Court at The Hague, on the request of the head 
of the service, has given a mandate to do so. 

2. For the execution of the power as referred to in the first paragraph, no permission as referred 
to in Article 19 is required. 

3. The request referred to in the first paragraph by the head of the Defence Intelligence and 
Security Service regarding letters and other consignments of which the sender or addressee's 
address does not correspond with an address of a place in use by the Ministry of Defence, is 
made in accordance with the head of the General Intelligence and Security Service. 

4. The request for a mandate as referred to in the first paragraph contains at least: 
a. the name and the address of the person or organisation to whom or to which letters or 

other consignments are addressed or from whom or which letters or other consignments 
originate that are to be opened; 

b. the reason why the letters or other consignments should be opened. 
5. A mandate is only given if this is necessary for a proper performance of the duties of the 

service. 
6. A mandate as referred to in the first paragraph is given: 

a. by letter or other consignment, if this is already in the possession of the service; 
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b. for a period to be stated in the mandate of a maximum of three months if it concerns 
opening letters or other consignments that are or will be entrusted to a postal institution or 
transport company stated in the mandate. 

7. The postal institution or transport company referred to in the sixth paragraph, under b, is 
obliged to surrender against receipt the letters and other consignments relating to the mandate 
to a functionary of the service designated for this purpose by the head of the service. 

8. The functionary is obliged to prove his identity to the postal institution or transport company on 
the basis of an identity card provided by the head of the service. 

9. The services ensure that the letter or other consignment surrendered by the postal institution 
or transport company after the investigation of such letter or consignment will immediately be 
returned to the relevant postal institution or transport company in order to be forwarded. 

 
Article 24 
 
1. The services are authorised, whether or not using technical instruments, false signals, false 

keys or false identities, to enter an automated work. The powers referred to in the first 
sentence, also include the power: 
a. to penetrate any security; 
b. to introduce technical devices to undo the encryption of data stored or processed in the 

automated work; 
c. to copy the data stored or processed in the automated work. 

2. The execution of the power as referred to in the first paragraph by the Defence Intelligence 
and Security Service outside of places in use by the Ministry of Defence, is only permitted if 
permission to that end is granted in accordance with the Minister of the Interior and Kingdom 
Relations or, in so far as applicable, the head of the General Intelligence and Security Service. 

3. Any person who has knowledge of the undoing of the encryption of the data stored or 
processed in the automated work as referred to in the first paragraph, is obliged upon the 
written request of the head of the service to provide all the co-operation necessary in order to 
undo the encryption. 

 
Article 25 
 
1. The services are authorised, with the aid of a technical device, to tap, receive, record and 

monitor in a directed way any form of conversation, telecommunication or data transfer by 
means of an automated work, irrespective of where this takes place. The powers referred to in 
the first sentence include the power to undo the encryption of the conversations, 
telecommunication or data transfer. 

2. The power referred to in the first paragraph may only be exercised if a request to that effect 
has been granted to the head of the service. 

3. The execution of the power as referred to in the first paragraph by the Defence Intelligence 
and Security Service regarding conversations, telecommunication or data transfer by means of 
an automated work, in so far as this does not take place in or regarding places in use by the 
Ministry of Defence, is only permitted if permission to that end is granted in accordance with 
the Minister of the Interior and Kingdom Relations. 

4. The request for permission as referred to in the second and third paragraphs is made by the 
head of the service and contains at least: 
a. an indication of the power the service wishes to exercise and, in so far as applicable, the 

number as referred to in Article 1.1, under bb, of the Telecommunication Act;  
b. information regarding the identity of the person or organisation involved in connection with 

whom or which the power to be exercised is requested;   
c. the reason why the power in question that is to be exercised is requested. 

5. If at the time of the request for permission the number as referred to in the fourth paragraph, 
under a, is not yet known, permission will be granted only on the condition that the power may 
only be exercised once the number in question is known. The services are authorised to use a 
technical device in order to obtain the number referred to in the first sentence. The execution 
of the power as referred to in the second sentence by the Defence Intelligence and Security 
Service outside of places in use by the Ministry of Defence, takes place in accordance with the 
Minister of the Interior and Kingdom Relations. 
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6. If at the time of the request for permission the information as referred to in the fourth 
paragraph, under b, is not yet known, permission will only be granted on the condition that the 
information in question is supplemented as quickly as possible. 

7. Any person who has knowledge of the undoing of the encryption of conversations, 
telecommunication or data transfer as referred to in the first paragraph, is obliged upon the 
written request of the head of the service to give all the co-operation necessary in order to 
undo the encryption. 

8. The third paragraph does not apply to the directed reception and recording of non-cable-
bound telecommunication originating from or intended for other countries, on the basis of a 
technical characteristic. In so far as this telecommunication relates to military message traffic 
no permission is required as referred to in the Articles 19 and 25, second paragraph. 

 
Article 26 
 
1. The services are authorised, with the aid of a technical device, to receive and record non-

cable-bound telecommunication originating from or intended for other countries, on the basis 
of a technical characteristic to monitor the communication. The services are authorised to take 
cognisance of the information received in this context. The powers as referred to in the first 
sentence include the power to undo the encryption of the telecommunication. 

2. For exercising the power as referred to in the first paragraph, no permission as referred to in 
Article 19 is required.  

3. As soon as, due to exercising the power as referred to in the first paragraph, the identity has 
been established of the person or organisation from whom or from which the 
telecommunication originates, this can be recorded if this is necessary for a proper 
performance of the duties by the service. 

4. As soon as, due to exercising the power as referred to in the first paragraph, the identity has 
been established of the person or organisation from whom or from which the 
telecommunication originates, a request for permission as referred to in Article 25, second 
paragraph will be submitted within two days, if the reception and recording of the 
telecommunication of the person or organisation in question is necessary for a proper 
performance of the duties by the service. Until the moment the permission as referred to in 
Article 25, second paragraph is granted, no further cognisance is taken of the recorded 
telecommunication. 

5. If the reception and recording of the telecommunication of the person or organisation in 
question is not necessary for a proper performance of the duties by the service, the 
information received and recorded in accordance with the first paragraph will immediately be 
destroyed. 

 
Article 27 
 
1. The services are authorised, with the aid of a technical device, to receive and record non-

specific non-cable-bound telecommunication. The powers as referred to in the first sentence 
include the power to undo the encryption of the telecommunication. 

2. For exercising the power as referred to in the first paragraph, no permission as referred to in 
Article 19 is required.  

3. The information collected due to exercising the power as referred to in the first paragraph, can 
be selected by the services on the basis of: 
a. information regarding the identity of a person or an organisation; 
b. a number as referred to in Article 1.1, under bb, of the Telecommunication Act, or any 

technical characteristic; 
c. catchwords related to a subject described in more detail. 

4. The permission for the selection as referred to in the third paragraph, under a and b, is 
granted by the Minister of the Interior and Kingdom Relations to the head of the service in 
response to a request to that effect for a period of three months maximum and can each time 
be extended in response to a request to that effect. The request for permission contains at 
least: 
a. the information as referred to in the third paragraph, under a or b, on the basis of which 

the selection will take place; 
b. the reason why the selection will take place. 
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5. The permission for the selection on the basis of catchwords as referred to in the third 
paragraph, under c, is granted by the relevant Minister to the head of the service in response 
to a request to that effect for a maximum period of one year and can each time be extended in 
response to a request to that effect. The request for granting permission contains at least: 
a. a detailed description of the subject; 
b. the reason why the selection is to be made. 

6. Article 19 applies to determining the catchwords related to a subject, on the understanding 
that in the third paragraph of Article 19 ‘three months’ is read as: one year. 

7. When permission as referred to in the fifth paragraph is granted, this is confidentially reported 
together with the subject and the reason of the selection to one or both chambers of the States 
General and the supervisory committee. 

8. In so far as the selection as referred to in the third paragraph takes place by the Defence 
Intelligence and Security Service regarding telecommunication originating from and intended 
for the Netherlands, the relevant permission is granted in accordance with the Minister of the 
Interior and Kingdom Relations. 

9. Information collected in the course of exercising the power as referred to in the first paragraph, 
may, in so far as the information has not been selected, be retained for a maximum period of 
one year in order to enable a further selection, on the understanding that this: 
a. may only take place within the context of an investigation by a service on the basis of a 

reason as referred to in the fourth paragraph, under b, or relating to a subject as referred 
to in the fifth paragraph, under a, for which at the moment of the reception and recording 
of the information in question permission had been granted, and 

b. is urgently required for a proper execution of the investigation in question. 
10. The ninth paragraph applies by analogy to information the encryption of which has not yet 

been made undone, on the understanding that the period as referred to in the ninth paragraph 
will only start from the moment the encryption has been made undone. 

 
Article 28 
 
1. The services are authorised to turn to providers of public telecommunication networks and 

public telecommunication services in the sense of the Telecommunication Act with the request 
to furnish information on a user and telecommunication traffic relating to this user. The request 
can only relate to information that has been designated by order in council. It can concern 
information that has been processed at the date of the request as well as information that will 
be processed after the date of the request. 

2. In this article ‘user of telecommunication’ is understood to mean the natural person or legal 
entity who has concluded an agreement with the provider relating to the use of public 
telecommunication network or the provision of a public telecommunication service, as well as 
the natural person or legal entity who actively uses a public telecommunication network or a 
public telecommunication service.  

3. For the execution of the power as referred to in the first paragraph, first sentence, no 
permission as referred to in Article 19 is required. 

4. The request is made in writing by the head of the relevant service and contains: 
a. the number as referred to in Article 1.1, under bb, of the Telecommunication Act, or  
b. information relating to the name and domicile or residence of the person, or the registered 

office of the organisation to whom or to which the number as referred to under a, belongs, 
and 

c. a description of the type of information to be provided and 
d. the period to which the information to be provided refers. 

5. In so far as the request is made by the head of the Defence Intelligence and Security Service 
regarding a user and the telecommunication traffic relating to that user, and that user is not in 
a place in use by the Ministry of Defence, this request is made in accordance with the head of 
the General Intelligence and Security Service. 

6. For the furnishing of information pursuant to a request as referred to in the first paragraph, 
Article 17, third paragraph will apply by analogy. 

 
Article 29 
 
1. The services are authorised to turn to providers of public telecommunication networks and 

public telecommunication services in the sense of the Telecommunication Act with the request 
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to furnish information relating to the name, address, postcode, place of residence and type of 
service relating to a user of telecommunication. 

2. In this Article ‘user of telecommunication’ is understood to mean a natural person or legal 
entity who has entered into an agreement with the provider with regard to the use of public 
telecommunication network or the provision of a public telecommunication service, as well as 
a natural person or legal entity who actively uses a public telecommunication network or public 
telecommunication service. 

3. For exercising the power as referred to in the first paragraph, first sentence, no permission as 
referred to in Article 19 is required. 

4. The request is made by or on behalf of the head of the relevant service. 
5. If the information referred to in the first paragraph is unknown to the provider and if it is 

needed for the application of Article 25 or Article 28, the service can request the provider to 
trace and furnish that information. The services are authorised to use a technical aid for 
tracing the number referred to in paragraph 1.  

6. For the furnishing of information pursuant to a request as referred to in the first or fifth 
paragraph, Article 17, third paragraph will apply by analogy. 

 
Article 30 
 
1. The services have access to all places in so far as this is in reasonableness necessary: 

a. to install observation and registration instruments as referred to in Article 20, first 
paragraph, under a; 

b. to install tracing instruments, location positioning equipment and registration instruments 
as referred to in Article 20, first paragraph, under b; 

c. to exercise the power as referred to in Article 22, first paragraph, under a; 
d. to exercise the power as referred to in Article 24; 
e. to exercise the power as referred to in Article 25; 
f. to collect as regards the telecommunication equipment present the information necessary 

in order to exercise the power for which permission has been granted in accordance with 
Article 25, sixth paragraph.  

2. For the execution of the power as referred to in the first paragraph, first sentence, no 
permission as referred to in Article 19 is required. 

3. Exercising the power as referred to in the first paragraph is permitted only by persons 
designated to do so by the head of a service. 

4. Article 1, first, second and third paragraphs and Article 2, first paragraph, last sentence of the 
General Act on Entry into Dwellings do not apply. The relevant Minister or the head of a 
service on behalf of the relevant Minister is authorised to grant an authorisation as referred to 
in Article 2 of the General Act on Entry into Dwellings. In the cases as referred to in the first 
paragraph, under a and c, the permission pursuant to the relevant Articles in connection with 
exercising the power to enter dwellings, also counts as authorisation in the sense of Article 2 
of the General Act on Entry into Dwellings. 

 
Article 31 
 
1. Exercising the power as referred to in this section is permitted only if the intended collection of 

information cannot take place or cannot take place in time by consulting publicly accessible 
sources of information or sources of information for which the service has been granted a right 
to inspect the information contained in said sources. 

2. If it has been decided to collect information by exercising one or more powers as referred to in 
this paragraph, only that power will be exercised that in view of the circumstances of the case, 
including the seriousness of the threat to the interests protected by a service, also in 
comparison with other available powers, will cause least harm to the person involved. 

3. A power will not be exercised if the execution of said power will result in disproportionate harm 
to the person involved in comparison with the intended objective of the action. 

4. The execution of a power must be proportionate to the intended objective of the action. 
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Article 32 
 
Exercising a power as referred to in this paragraph will be immediately terminated if the objective to 
which the power was exercised has been accomplished, or exercising a less far-reaching power would 
suffice.  
 
Article 33 
 
When a power as referred to in this section is exercised, a written report will be made of the event. 
 
Section 3.2.3 Reporting on the execution of several special powers 
 
Article 34 
 
1. Five years after a special power as referred to in the Articles 23, first paragraph, 25, first 

paragraph, 27, third paragraph, under a and b, and Article 30, first paragraph, in so far as a 
dwelling has been entered without the permission of the occupant, has been exercised and 
subsequently once every year, the relevant Minister will examine whether a report of the event 
can be submitted to the person with regard to whom one of these special powers has been 
exercised. If this is possible, this will take place as soon as possible. 

2. If it is not possible to submit a report to the person with regard to whom the special power as 
referred to in the first paragraph has been exercised, the supervisory committee will be 
informed accordingly. The notification to the committee will state the grounds on the basis of 
which the report cannot be submitted. 

3. The report will be in writing and contain exclusively: 
a. information regarding the identity of the person in question; 
b. an indication of the special power as referred to in the first paragraph that has been 
 exercised with regard to the person in question; 
c. the person or body that has granted permission, authority or a mandate for the execution 

of the special power; 
d. the date on which permission, authority or a mandate for the execution of the special 

power was granted; 
e. the period during which the special power was carried out and, if the execution of the 

special power concerned the entering of a dwelling without the permission of the 
occupant, an indication of the dwelling entered. 

4. In so far as the execution of the special power concerns the entering of a dwelling without the 
 permission of the occupant, Article 10, second paragraph, of the General Act on Entry into 
 Dwellings will not apply. 
5. The obligation to submit a report as referred to in the first paragraph will lapse the moment it 
 is determined that this in reasonableness is not possible.  
6. Submitting a report to the person in question is postponed if the relevant special power was 
 exercised within the context of an investigation in view of which, had the person in question at 
 the moment of the investigation submitted a request as referred to in Article 47, furnishing the 
 information to this person would have to be refused in accordance with Article 53.  
7. The obligation as described in the first paragraph to examine whether a report can be 
 submitted, will lapse if submitting a report on the execution of the relevant special power can 
 reasonably be expected to result in: 

a. sources of a service, including intelligence and security services of other countries,  
 being disclosed; 
b. relations with other countries and international organisations being seriously damaged; 
c. a specific use of a method of a service or the identity of a person who has assisted the 
 relevant service in using the method, being disclosed. 
 

Section 3.3 Furnishing of information 
 
Section 3.3.1 Internal furnishing of information 
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Article 35 
 
Furnishing of information that has been processed by or on behalf of a service to a functionary active 
within the service or pursuant to Article 60 for the General Intelligence and Security Service, takes 
place only in so far as this is necessary for a proper execution of the task assigned to the functionary 
in question. 
 
Section 3.3.2 External furnishing of information 
 
Section 3.3.2.1. General provisions 
 
Article 36 
 
1. Within the context of a proper performance of the duties of the service, the services are 
 authorised to notify the following parties regarding information processed by or on behalf of 
 the service: 

 a. the relevant Ministers; 
 b. other relevant administrative bodies; 

c. other relevant persons or bodies; 
 d. the appropriate intelligence and security services of other countries, and the appropriate 

international security, signals intelligence and intelligence bodies. 
2. A notification as referred to in the first paragraph is given by the relevant Minister if the 
 nature of the notification gives cause for this.  
3. Without prejudice to the notification as referred to in the first paragraph, notification of 
 information processed by the services may only take place in the cases provided by this act. 
 
Article 37 
 
1. Furnishing of information can take place on the condition that the person to whom the 

 information is furnished will not furnish the information to other parties. 
2.  The condition as referred to in the first paragraph is always stipulated when information is 

 furnished to a body as referred to in Article 36, first paragraph, under d. 
3.  If information is furnished on the condition that this may not be furnished to other parties, the 

 relevant Minister or the head of the service on behalf of the relevant Minister, may still grant 
 permission to furnish information to other persons or bodies. Conditions can be attached to 
 such permission. 

 
Article 38 
 
1.  If during the processing of the information by or on behalf of a service it appears that certain 

 information may also be relevant to the investigation or prosecution of offences, the relevant 
 Minister or the head of a service on behalf of the relevant Minister, can, without prejudice to 
 the situation that there is a statutory obligation to do so, give a written notification to the 
 appropriate officer of the Public Prosecutions Department.  

2.  In urgent cases the notification as referred to in the first paragraph can take place orally. The 
 relevant Minister or the head of a service on behalf of the relevant Minister will confirm in 
 writing the notification in question as soon as possible. 

3.  On a request from the appropriate officer of the Public Prosecutions Department all the 
 information on which the notification is based and which is necessary in order to assess the 
 correctness of the notification, may be inspected. The Articles 85 and 86 are applicable by 
 analogy.  

 
Article 39 
 
1.  Without prejudice to the provisions of Article 38 it is furthermore possible, if during 

 processing information by or on behalf of a service an urgent and serious reason to do so 
 emerges, to give written notification of information to persons or bodies designated by Order 
 in Council and involved in the execution of a public task, in so far as this information can be 
 relevant for the promotion of the interests entrusted to such persons or bodies in such a 
 context. 
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2.  Article 40, second and third paragraphs are applicable by analogy. 
3.  The proposal for an Order in Council to be drawn up in accordance with the first paragraph is 

 not made any earlier than four weeks after the draft of such an Order in Council has been 
 submitted to the two Chambers of the States General. 

 
Section 3.3.2.2. Special provisions relating to the external furnishing of personal data 
 
Article 40 
 
1.  Notification of personal data takes place in writing by the relevant Minister or the head of the 

 service on behalf of the relevant Minister if the person or body to whom or to which the 
 notification in question is made as a result of such notification is authorised to take measures 
 towards the person in question.  

2.  In urgent cases the notification as referred to in the first paragraph can take place orally. The 
 relevant Minister or the head of the service on behalf of the relevant Minister will confirm in 
 writing the notification in question as soon as possible. 

3.  The relevant Minister or the head of the service on behalf of the relevant Minister can allow a 
 person or body inspection of the information on which the notification is based, in so far as 
 this is necessary in order to assess the accuracy of the notification. The Articles 85 and 86, 
 second and third paragraphs, apply by analogy to the persons and bodies allowed to inspect 
 the information in question. 

 
Article 41 
 
1.  Furnishing personal data the accuracy of which cannot in reasonableness be established or 

 that have been processed longer than 10 years ago, while no new information regarding the 
 person in question has been processed since that time, will not take place.  

2.  In derogation of the first paragraph, information on personal data may only be furnished to: 
a. service or a body as referred to in Article 36, first paragraph, under d; 
b bodies entrusted with the investigation and prosecution of offences; 
c. other bodies in special cases to be determined by the relevant Minister. 

3.  When information is furnished as referred to in the second paragraph, the degree of reliability 
 and the period over which the information was developed on which the notification is based, is 
 stated. If regarding the information in question a statement as referred to in Article 48, first 
 paragraph, is available, this will be furnished simultaneously.  

4.  Article 40, third paragraph, applies by analogy. 
 
Article 42 
 
A record is kept of the furnishing of personal data. 
 
Section 3.4 The removal, destruction and transfer of information 
 
Article 43 
 
1.  Information that, in view of the purpose for which it is processed, is no longer meaningful, 

 will be removed. 
2.  If it appears that the information is incorrect or is wrongfully processed, the information will 

 be corrected or removed. The relevant Minister will as soon as possible notify the persons to 
 whom the information has been furnished. 

3.  The information removed will be destroyed, unless this is in conflict with statutory provisions 
 on the retention of information. 

4.  If regarding the information eligible for destruction a request as referred to in Article 47 has 
 been made, the destruction of the information in question is suspended at least until an 
 irrevocable decision has been reached on the request. In so far as the request is granted, the 
 information in question will not be destroyed until the person in question has been able to 
 inspect the information in accordance with Article 47, second paragraph. 
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Article 44 
 
1. In derogation of Article 12, first paragraph, of the Public Records Act 1995 only the archive 

documents as referred to in Article 1, opening words, section c, under 1°, 2° and 4°, of the 
Public Records Act 1995 are transferred to an archive depository that are older than twenty 
years and of which the relevant Minister, after having gained advice from the custodian of said 
archive depository, has determined that regarding to the information no restrictions as to 
public access should be applied in view of the interests of the state or one of its allies. 

2. The restrictions referred to in the first paragraph do not refer to archive documents that are 
older than seventy-five years, unless the relevant Minister, in accordance with the opinion of 
the Council of Ministers, decides otherwise. 

 
Chapter 4. Inspection of the information processed by or on behalf of the services 
 
Section 4.1 General provisions 
 
Article 45 
 
Without prejudice to the inspection of the information provided on the basis of section 3.3, the 
information processed by or on behalf of a service can only be inspected in accordance with the 
provisions laid down in this chapter. 
 
Article 46 
 
In this chapter the meaning of, document, administrative matter, internal consultation, personal 
interpretation of a policy, official advisory committee or mixed advisory committee will be the meaning 
referred to in Article 1 of the Freedom of Information Act. 
 
Section 4.2 Right to inspection of personal data 
 
Article 47 
 
1.  The relevant Minister will inform anyone at his request as soon as possible but at the latest 

 within three months whether, and if so which, personal data relating to this person have been 
 processed by or on behalf of a service. The relevant Minister may adjourn his decision for four 
 weeks at the most. A motivated written notification of the adjournment will be made to the 
 person who has made the request before the expiration of the first term.  

2.  In so far as a request referred to in the first paragraph is conceded to, the relevant Minister will 
 as soon as possible but no later than four weeks following the notification of his decision, give 
 the person who has made the request the opportunity to inspect the information concerning 
 him.  

3.  The relevant Minister will ensure that the identity of the person making the request is properly 
 established. 

 
Article 48 
 
1. The person who pursuant to Article 47 has inspected processed information concerning him 

by or on behalf of a service may submit a written statement with respect to this. This statement 
will be added to the relevant information. 

2. When the person inspects the information concerning himself, the provision laid down in the 
first paragraph will be pointed out to him. 

3. The statement will be removed and destroyed at the same time as the information to which the 
statement relates, is removed and destroyed. 

 
Article 49 
 
1.  In derogation of Article 47 the head of a service will enable as soon as possible but no later 

 than four weeks after such a request, a person working with or on behalf of a service or a 
 person who has worked with or on behalf of a service who has made a request to this end, to 
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 inspect the information concerning him in the personnel and salary administration of the 
 relevant service. 

2.  Not open for inspection is information that may lead to sources that must be kept secret. 
3.  In derogation of Article 2:1, first paragraph of the General Administrative Law Act the head of 

 a service may state that inspection of the information is reserved to the relevant person 
 personally. 

4.  The person who has inspected the data concerning himself may submit a written request to 
 the head of the service to improve, supplement or remove information if this is incorrect, 
 incomplete for the purposes for which it is used or if it is not relevant or if it has been 
 processed in violation of any statutory provision. The request concerns the alterations to be 
 applied. 

5.  The head of a service will inform the person making the request within six weeks after 
 receiving the request referred to in the fourth paragraph, whether or to what extent he will 
 comply with the request. 

6.  Article 56 is not applicable. 
 
Article 50 
 
1.  Article 47 applies by analogy to a request concerning personal data processed by or on behalf 

 of a service with respect to a deceased spouse, a registered partner, a child or a parent of the 
 person making the request.  

2.  The request referred to in the first paragraph will at least contain the following information: 
a. name and initials of the deceased person; 
b. date and place of birth of the deceased person; 
c. date and place of death; 
d. the nature of the relationship of the deceased person to the person making the request. 

3.  In cases in which the request referred to in the first paragraph relates to the data of a person 
 who is still alive or to the data of a deceased person who is not related to the person making 
 the request as a spouse, a registered partner, a child or a parent, the request will be 
 disallowed. 

 
Section 4.3 Right to inspection of information other than personal data 
 
Article 51 
 
1.  The relevant Minister will inform anyone at his request as soon as possible but at the latest 

 within three months whether information other than the personal data concerning the 
 administrative matter referred to in the request, can be inspected. The relevant Minister may 
 adjourn his decision for a maximum of four weeks. The person making the request will receive 
 a reasoned notification of the adjournment in writing before the expiration of the first term.  

2.  In so far as a request referred to in the first paragraph is complied with the relevant Minister 
 will provide the person making the request with the relevant information as soon as possible 
 but no later than within four weeks after the notification of his decision. 

 
Section 4.4 Method of inspecting information 
 
Article 52 
 
1.  The relevant Minister will provide the relevant information to the person making the request 

 by: 
a. providing a copy of the document containing the information or by supplying its literal 

contents in another form; 
b. permitting inspection of the contents of the relevant document; 
c. providing an extract or a summary of the contents of the relevant document, or 
d. supplying information laid down in the relevant document. 

2.  In choosing the form in which the data are provided the relevant Minister will take into 
 account the preferences of the person making the request and the interests of the service. 

3.  For making copies of documents and extracts or summaries of the contents thereof a 
 reimbursement can be asked from the person making the request. The provisions of or 
 pursuant to Article 12 of the Freedom of Information Act are also applicable. 
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Section 4.5 Grounds for refusal and restrictions 
 
Article 53 

 
1.  A request as referred to in Article 47 will in any case be dismissed if: 

a. within the context of any investigation information has been processed concerning the 
person making the request, unless: 

 1º.  the relevant information was processed more than 5 years ago, 
 2º.  since then with regard to the person making the request no new information has 

 been processed in connection with the investigation pertaining to which the relevant 
information has been processed, and  
3º.  is information is not relevant to any current investigation; 

b. no information has been processed with regard to the person making the request. 
2.  If a request pursuant to the first paragraph is dismissed, the general grounds for the dismissal 

 stated in the first paragraph will only be referred to in general terms. 
 

Article 54 
 

Article 53 applies by analogy to a request as referred to in Article 50 on the understanding that ‘the 
person making the request’ in Article 53 is read as ‘the deceased person’. 

 
Article 55 

 
1.  A request as referred to in Article 51 will be dismissed in so far as furnishing the information 

 pertaining to the request: 
a. may endanger the unity of the Crown; 
b. may harm national security; 
c. concerns company or manufacturing details that have been provided confidentially to the 

authorities by natural persons or legal entities. 
2.  A request will also be dismissed in so far as the importance of furnishing the information 

 pertaining to the request is outweighed by the following interests: 
a. the relations between the Netherlands and other countries and international organisations; 
b. the economic or financial interests of the state, the other public-law corporations or 

administrative bodies; 
c. the investigation and prosecution of offences; 
d. inspection, control and supervision by or on behalf of administrative bodies; 
e. the due regard for individual privacy; 
f. the interests of a person or an organisation to which the information relates to be the first 

to take cognisance of the information; 
g. preventing disproportionate preference or prejudice of the natural persons or legal entities 

or third parties involved in the matter. 
3.  If a request for inspection is dismissed the supervisory committee will be informed of this. The 

 notification to the committee will state the grounds on the basis of which the request has been 
 dismissed. 

4.  The preceding paragraphs apply by analogy to a request as referred to in Article 47 and Article 
 50 respectively, in so far as such a request is not dismissed in accordance with Article 53 or 
 Article 54 respectively. 
 

Article 56 
 

1.  If the request pertains to information contained in documents drawn up for internal 
 consultations, no information shall be provided on any personal policy statements these may 
 include. 

2.  With a view to a proper and democratic operational management information on personal 
 policy statements may be supplied in a form that does not disclose the person who has made 
 the statement. If the person making the statement or declaring himself in favour of the 
 statement gives his approval, the information may be supplied in a form that discloses this 
 person. 
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3.  With respect to advice from an official advisory committee or mixed advisory committee 
 information may provided that contains personal policy statements if prior to the 
 commencement of their activities the members of the advisory committee have been informed 
 by the administrative body directly concerned with this matter of the intention to do so. 

 
Section 4.6 Appeal 
 
Article 57 
 
In derogation of Article 8:7 of the General Administrative Law Act for an appeal against decisions in 
accordance with this chapter the competent court will be the District Court at The Hague. 
 
Chapter 5. Co-operation between the services and other bodies 
 
Section 5.1 Co-operation between services 
 
Article 58 
 
1.  The General Intelligence and Security Service and the Defence Intelligence and Security 

 Service shall render one another their assistance whenever possible. 
2.  The co-operation referred to in the first paragraph will any way consist of: 

a. furnishing information; 
b. granting technical and other forms of support within the context of the use of special 

powers as referred to in section 3.2.2. 
3.  A request for assistance as referred to in the second paragraph, under b, will be signed by the 

 relevant Minister and will contain an accurate description of the activities required. The 
 relevant Minister who has requested the co-operation, shall be responsible for the actual 
 execution of the activities to be carried out.  

 
Article 59 
 
1.  The heads of services are responsible for maintaining relations with the appropriate 

 intelligence and security services of other countries. 
2.  Within the context of maintaining relations as referred to in the first paragraph information 

 may be provided to these services for the purpose of the interests served by these services, in 
 so far as: 

a. these interests are not incompatible with the interests served by the services, and 
b. a proper performance of the duties by the services does not dictate otherwise 

3.  The articles 37, 41 and 42 apply by analogy to the furnishing of information as referred to in 
 the second paragraph. 

4.  Within the context of maintaining relations as referred to in the first paragraph and upon a 
 written request to that end also technical and other forms of assistance may be rendered to 
 these services for the purpose of the interests to be served by these services, in so far as: 

a. these interests are not incompatible with the interests served by the services, and 
b. a proper performance of the duties by the services is not incompatible with the provision 

of this form of assistance. 
5.  A request for support as referred to in the fourth paragraph must be signed by the appropriate 

 authority of this service who has the power to do so and must contain an accurate description 
 of the required form of assistance and the reason why this assistance is considered desirable. 
 The assistance requested shall only be granted if the relevant Minister has given permission 
 for this. 

6.  The relevant Minister may only give a mandate for granting permission as referred to in the 
 fifth paragraph to the head of the service, in so far as it concerns requests of an urgent nature. 
 The relevant Minister will be immediately informed by the head of the service of any 
 permission granted. 

 
Section 5.2 Co-operation with other bodies 
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Article 60 
 
1.  The commissioner of a police force, the commander of the Royal Netherlands Military 

 Constabulary, the director-general of the national tax office of the Ministry of Finance perform 
 activities for the General Intelligence and Security Service. 

2.  The relevant Ministers under whom the functionaries referred to in the first paragraph fall and 
 the regional police force managers respectively, in agreement with the Minister of the Interior 
 and Kingdom Relations appoint subordinates of these functionaries to perform the actual 
 execution and supervision of the activities referred to. 

3.  The activities referred to in this Article are performed under the responsibility of the Minister 
 of the Interior and Kingdom Relations in accordance with the instructions of the head of the 
 General Intelligence and Security Service. 

4.  With respect to the actions of the police functionaries for the performance of the activities 
 referred to in this article, Chapter IX of the Police Act 1993 is not applicable. 

 
Article 61 

 
1.  The members of the Public Prosecutions Department through the Board of the procurators 

 general will inform a service of the information brought to their notice if they deem this to be 
 in the interest of this service. 

2.  At all times when the fulfilment of the task of the Public Prosecutions Department and of a 
 service gives rise to this, consultation will take place between a member of the Board of 
 procurators general and the head of the relevant service.  
 

Article 62 
 

The police officers, the functionaries of the national tax office as the competent authorities regarding 
customs and the functionaries of the Royal Netherlands Military Constabulary will notify the functionary 
referred to in Article 60, first paragraph, to whom they are a subordinate, of any information brought to 
their notice which may be of interest to a service. 

 
Article 63 

 
1.  The services are entitled, at the written request by the competent authority, to render technical 

 support to the bodies responsible for the investigation of offences. Article 58, third paragraph, 
 is applicable by analogy. 

2.  The relevant Minister is entitled to refer to the Minister of the Interior and Kingdom Relations 
 with a written request for technical support by the National Police Services to be rendered to 
 the service involved in the execution of its task. Article 58, third paragraph, is applicable by 
 analogy. 

 
Chapter 6. Supervision and handling of complaints 

 
Section 6.1 Establishment, composition and other special provisions concerning the 
supervisory committee 
 
Article 64 

 
1.  There is a supervisory committee pertaining to the intelligence and security services. 
2.  The supervisory committee is responsible for: 

a. the supervision of the legitimacy of the execution of the provisions of or in accordance 
with this act and the Security Investigations Act; 

b. informing and advising, both asked and unasked, the relevant Ministers on any findings by 
the committee. If so desired, the committee may ask the relevant Ministers to inform either 
or both of the two Chambers of the States General of this information or advice. The 
procedure laid down in Article 79 is applicable by analogy; 

c. advising the relevant Ministers on the investigation and assessment of complaints; 
d. rendering unsolicited advice to the relevant Ministers on the execution of Article 34. 
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Article 65 
 
1.  The supervisory committee is made up of three members including the chairperson. 
2.  The members are appointed by Royal Decree on the recommendation of the relevant 

 Ministers collectively for a period of six years and can only be re-appointed once. For the 
 appointment of the members the Second Chamber of the States General will present a list of 
 three candidates for each vacancy from which the relevant Ministers will make their choice. In 
 its recommendation the Second Chamber will take into account, if it deems useful, a list of 
 recommendations drawn up collectively by the Vice President of the Council of State, the 
 President of the Supreme Court of the Netherlands and the National Ombudsman, consisting 
 of at least three persons for each vacancy. 

3.  The relevant Ministers may request the Second Chamber to produce a new list of candidates. 
4.  At least two of the three members including the chairperson must have obtained a Bachelor’s 

 degree in law as well as a Master’s degree in law, obtained at a university or at the Open 
 University to which the Higher Education and Scientific Research Act relates, or at least two 
 of the three members, including the chairperson must have obtained a law doctorate or the 
 right to carry the title of meester, obtained at a university or at the Open University to which 
 the Higher Education and Scientific Research Act relates. 

4a.  For the applicability of paragraph 4, degrees obtained at a university, the Open University or a 
 university of professional education to which the Higher Education and Scientific Research 
 Act relates, or similar degree certificates can be designated by order in council to be equated 
 to the Bachelor’s degree in law as referred to in that paragraph. 

5.  Before accepting their office, the members will before the Prime Minister, Minister of General 
 Affairs: 

a. take the oath or state and make their solid affirmation that in order to obtain their 
appointment they have neither directly nor indirectly, under whatever name or under 
whatever pretences, given or promised anything to anyone and that in order to do or not 
do anything in their administrative position they have not accepted nor will accept  any 
gift or promise from anyone; 

b. take the oath or make a solid affirmation of allegiance to the Constitution. 
6. The members must have the Dutch nationality. 
7.  The members occupy no function the execution of which is undesired with a view to a proper 

 fulfilment of their office or with a view to maintaining their impartiality and independence or 
 of the trust in said impartiality and independence. 

8. The functions of the members will be made public by the chairperson. 
 
Article 66 

 
The members of the supervisory committee will be granted an honourable discharge by Royal Decree 
and on the recommendation of the relevant Ministers collectively: 
a. at the request of the person concerned; 
b. when the person concerned is permanently unable to fulfil his function due to an illness or 
 disability; 
c. if the person concerned accepts a function as referred to in Article 65, seventh paragraph; 
d. if the person concerned loses the Dutch nationality; 
e. if the person concerned has been convicted for a criminal offence by a final and conclusive 
 court decision, or if at such decision a measure has been taken that results in deprivation of 
 liberty; 
f. if the person concerned pursuant to a final and conclusive court decision has been placed 
 under tutelage, has been declared bankrupt, has been granted a suspension of payment or 
 has been committed to prison for debt; 
g. if in the opinion of the relevant Ministers collectively, having heard the advice of the Second 
 Chamber of the States General, the person concerned due to acts or omissions causes 
 serious harm to the trust placed in him.  
 
Article 67 
 
1.  The relevant Ministers collectively will suspend a member of the supervisory committee if: 

a. he is held in pre-trial detention; 
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b. he has been convicted of a criminal offence by a court decision that has not yet become 
irrevocable, or if a measure has been taken against him at such a court decision that will 
result in the deprivation of his liberty; 

c. he has been placed under tutelage, has been declared bankrupt, has been granted 
suspension of payment or has been committed to prison for debt pursuant to a court order 
that is not yet final and conclusive; 

2.  The relevant Ministers collectively may suspend a member of the committee if a preliminary 
 inquiry has been instituted against him on account of a criminal offence or if there is another 
 serious suspicion of the existence of facts or circumstances that could lead to dismissal on 
 other grounds than referred to in Article 66 under b. 

3.  In the event referred to in the second paragraph, the suspension will end after three months. 
 The relevant Ministers may collectively extend the suspension with a maximum of three 
 months each time. The relevant Ministers will collectively end the suspension if the grounds 
 for the suspension have lapsed. 

 
Article 68 
 
The remuneration, any claims in case of illness as well as any other rights and obligations relating to 
the legal position of the members of the supervisory committee will be arranged by Order in Council in 
cases not provided for by law. 
 
Article 69 
 
1.  The supervisory committee has a secretariat that renders assistance to the supervisory 

 committee. 
2.  The persons belonging to the secretariat will be appointed, suspended and dismissed by 

 Royal Decree on the recommendation of the relevant Ministers collectively and at the 
 suggestion of the chairperson of the committee. 

3.  By Royal Decree, on the recommendation of the relevant Ministers collectively, it can be 
 decided in which cases the persons belonging to the secretariat will be appointed, suspended 
 and dismissed by the chairperson of the committee. 

 
Article 70 
 
Article 10, first and second paragraph, is applicable by analogy to the members of the supervisory 
committee and to the persons belonging to the secretariat on the understanding that the discharge 
referred to in the second paragraph, will be granted by the Prime Minister, Minister of General Affairs. 
 
Article 71 
 
For its activities the supervisory committee will draw up rules of procedure. These rules of procedures 
will be published in the Netherlands Government Gazette. 
 
Article 72 
 
The meetings held by the supervisory committee are not open to the public. 
 
Section 6.2 The performance of its duties by the supervisory committee 
 
Section 6.2.1 General provisions regarding the supervision 
 
Article 73 
 
1.  The relevant Ministers, the heads of the services, the co-ordinator and furthermore everyone 

 involved in the implementation of this act and the Security Investigations Act will, if 
 requested, furnish all information to the supervisory committee and will render all other 
 assistance the supervisory committee deems necessary for a proper performance of its duties. 
 The supervisory committee will have, upon its request, immediate access to the information 
 processed in the context of the implementation of this act or of the Security Investigations Act. 
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2.  When furnishing information as referred to in the first paragraph, when there is reason for this, 
 it will be indicated which information in the interest of the national security is to be brought to 
 the knowledge of the supervisory committee exclusively. 

 
Article 74 
 
1.  If deemed necessary for the proper execution of its tasks, the supervisory committee may 

 request the persons referred to in Article 73, first paragraph, as well as other persons to 
 furnish information as a witness or as an expert and may summon these persons to appear 
 before the supervisory committee. 

2.  The request will be made in writing and will state as far as possible the facts regarding which 
 the witness or expert is to provide information. If the witness or the expert has been 
 summoned to appear before the supervisory committee, the request will also state the place 
 where and time at which this person will be heard and the consequences of non-appearing. 
 The summons to appear will be made by registered letter or by recorded delivery.  

3.  The witness or the expert is obliged to provide all the information the supervisory committee 
 deems necessary for a proper execution of its tasks and to this end the witness or expert, if 
 the supervisory committee has indicated this in its request, must appear in person. The person 
 appearing may be represented by a lawyer. 

4.  The obligation to appear before the committee does not apply to the relevant Ministers. If a 
 Minister does not appear himself, he will appear by representation.  

5.  If a functionary involved in the implementation of this act appears as a witness or as an expert 
 pursuant to this article, Article 86, second paragraph is not applicable. 

6.  The supervisory committee may order that persons who, despite being summoned to appear 
 in accordance with the law, do not appear, are brought before the public authorities in order to 
 comply with their obligations. 

7.  The witness or expert may claim exemption from giving information on account of his 
 professional secrecy but only in so far as this concerns information that has been entrusted to 
 him as such. 

 
Article 75 
 
1.  The supervisory committee may order that witnesses will not be heard before taking the oath 

 or making a solemn affirmation. In this case the witness will take the oath or make a solemn 
 affirmation before the supervisory committee’s chairperson stating that he will state the truth 
 and nothing but the truth. 

2.  The experts are obliged to perform their task impartially and to the best of their knowledge. 
 
Article 76 
 
1.  The supervisory committee is entitled if a proper performance of its tasks so requires, to 

 assign certain activities to experts. 
2.  The expert who has accepted his assignment, is obliged to perform his task impartially and to 

 the best of his knowledge. 
 
Article 77 
 
The supervisory committee or a member it has appointed to this end is entitled to enter all places with 
the exception of a residence without the permission of its occupant, in so far as this is reasonably 
necessary for the fulfilment of its task. The committee or the appointed member can have himself 
accompanied by persons of the secretariat appointed by the chairperson as referred to in Article 69. 
 
Section 6.2.2 Supervision 
 
Article 78 
 
1.  In the context of its supervisory task as referred to in Article 64, second paragraph, sub a, the 

 supervisory committee is entitled to conduct an investigation into the way in which the 
 provisions laid down in this act or the Security Investigations Act, have been acted on. 
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2.  The supervisory committee may also carry out an investigation as referred to in the first 
 paragraph at a request to this end by either of the two Chambers of the States General. 

3.  The relevant Minister and one or both Chambers of the States General will be informed of an 
 intended investigation, if necessary in confidence. 

 
Article 79 
 
1.  The supervisory committee will draw up a supervisory report as a result of the investigation it 

 has performed. The supervisory report is public, except for the information referred to in  Article 
 8, paragraph 3.  

2.  Before adopting the supervisory report, the supervisory committee will give the relevant 
 Minister the opportunity within a term deemed reasonable by the committee to give his 
 response to the findings contained in the supervisory report. 

3.  After receiving the response from the relevant Minister the supervisory committee will adopt 
 the supervisory report. On the basis of its findings the supervisory committee can make 
 recommendations to the relevant Minister regarding any measures to be taken. 

4.  After adoption by the supervisory committee the supervisory report will be sent to the relevant 
 Minister. 

5.  The relevant Minister will subsequently send the supervisory report and his response to the 
 two Chambers of the States General within six weeks. Information as referred to in Article 8, 
 paragraph 3, will not be included. This information can be communicated confidentially to one 
 or both Chambers of the States General. 
 

Section 6.3 Reporting by the supervisory committee 
 
Article 80 
 
1.  Each year before 1 May the supervisory committee will report publicly on its activities. The 

 report will be presented to the two Chambers of the States General and to the relevant 
 Ministers. Article 8, third and fourth paragraph are applicable by analogy. 

2.  The public annual report will be generally available. 
 
Section 6.4 Other provisions regarding the supervisory committee 
 
Article 81 
 
1.  Information that is provided to and held by the supervisory committee for the performance of 

 its tasks by the relevant Ministers, the heads of the services, the co-ordinator and by other 
 functionaries involved in the implementation of this act and the Security Investigations Act, is 
 not public. 

2.  Requests to take cognisance of this information or requests for the publication of this 
 information will not be complied with. 

3.  Article 44 is applicable by analogy to the archive material held by the supervisory committee, 
 on the understanding that the relevant Minister is read as: the relevant Minister whom it 
 concerns. 

 
Article 82 
 
The articles 15 and 16 are applicable by analogy to the supervisory committee. 
 
Section 6.5 Handling of complaints  
 
Article 83 
 
1.  Each person is entitled to file a complaint with the National Ombudsman on the actions or the 

 alleged actions of the relevant Ministers, the heads of the services, the co-ordinator and the 
 persons working for the services and for the co-ordinator, with respect to a natural person or 
 legal entity in the implementation of this act or the Security Investigations Act.  
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2.  Before filing a complaint with the National Ombudsman the person filing the complaint will 
 inform the relevant Minister whom it concerns of the complaint and he will enable him to give 
 his view on the case. 

3.  Before giving his view as referred to in the second paragraph with respect to the complaint the 
 relevant Minister will seek the advice from the supervisory committee. Section 9.1.3 of the 
 General Administrative Law Act will be applicable. In derogation of Article 9:14, second 
 paragraph of the General Administrative Law Act the relevant Minister cannot give any 
 instructions to the supervisory committee.  

4.  In complaint procedures in which the relevant Minister, persons working under his 
 responsibility or the supervisory committee are obliged to provide information or submit 
 documents to the National Ombudsman pursuant to Article 9:31 of the General Administrative 
 Law Act, Article 9:31, fifth and sixth paragraph of that act are not applicable. 

5.  If the relevant Minister, persons working under his responsibility or the supervisory committee 
 are obliged to submit documents, it is sufficient to submit the documents concerned for 
 inspection. It is not in any way allowed to make a copy of the documents concerned. 

 
Article 84 
 
1.  The National Ombudsman will render his decision on the complaint in writing to the person 

 filing the complaint and, in so far as the security or other vital interests of the state do not 
 dictate otherwise, state reasons. 

2.  The National Ombudsman will notify in writing the relevant Minister of his decision on the 
 complaint. In this notification the National Ombudsman may state any reasoned 
 recommendations which he deems appropriate. If in his opinion the purport of his 
 recommendations gives rise to this, the National Ombudsman may state these reasons to the 
 person filing the complaint. 

3.  The relevant Minister will inform the National Ombudsman in writing within six weeks of the 
 consequences he attaches to the decision and to the recommendations.  

4.  The relevant Minister will send the decision and recommendations of the National 
 Ombudsman and the consequences that the relevant Minister attaches to these to one or both 
 Chambers of the States General. Information as referred to in Article 8, paragraph 3, will not 
 be included. This information can be communicated confidentially to one or both Chambers of 
 the States General.  

 
Chapter 7. Secrecy 
 
Article 85 
 
1.  Without prejudice to the Articles 98 up to and including 98c of the Criminal Code each person 

 involved in the implementation of this act who acquires information the confidentiality of  which 
 he is aware of or should reasonably be aware of, is obliged to secrecy regarding this 
 information except in so far as he is obliged to make this information known pursuant to any 
 statutory provision. This obligation will continue after the involvement in the implementation 
 of this act has ended. 

2.  Article 272, second paragraph of the Criminal Code is not applicable in case of any acts or 
 omissions in violation of the obligation laid down in the first paragraph. 

 
Article 86 
 
1.  The obligation to secrecy of a functionary involved in the implementation of this act does not 

 apply to the person to whom the functionary is a direct or indirect subordinate nor in so far as 
 he has been released from this obligation by a person who is his superior. 

2.  The functionary referred to in the first paragraph who pursuant to a statutory provision is 
 obliged to appear as a witness or as an expert, will only make a statement regarding matters 
 covered by the scope of his obligation to secrecy, in so far as the relevant Minister and the 
 Minister of Justice have collectively relieved him from this obligation in writing. In this 
 context with regard to functionaries who in their capacity have taken cognisance of 
 information that has been provided by a service pursuant to Article 36, first paragraph, under a 
 and b, ‘the relevant Minister’ will be considered to mean: the relevant Minister under whom 
 the service falls that has provided the information. 
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3.  This Article applies by analogy in the event that the involvement in the implementation of this 
 act has terminated. 

 
Article 87 
 
1.  In administrative procedures concerning the application of this act or of the Security 

 Investigations Act regarding which the relevant Minister or the supervisory committee has 
 been ordered by the District Court pursuant to Article 8:27, 8:28 or 8:45 of the General 
 Administrative Law Act to provide information or submit documents, Article 8:29, third up to 
 fifth paragraph, of this act will not be applicable. If the relevant Minister or the supervisory 
 committee informs the District Court that only the District Court will be entitled to inspect the 
 information or the documents, the District Court may only base its decision on this 
 information or these documents with the permission of the other parties. If the relevant 
 Minister or the supervisory committee refuses to furnish the information or to submit the 
 documents, Article 8:31 of the General Administrative Law Act will remain applicable. 

2.  If the relevant Minister or the supervisory committee are obliged to submit documents to the 
 District Court, it will suffice to allow inspection of the relevant documents. It is not in any way 
 permitted to make a copy of the relevant documents. 

 
Article 88 

 
If an advisory committee as referred to in Article 7:13 of the General Administrative Law Act has been 
set up regarding the decision on a notice of objection submitted against a decision by the relevant 
Minister, this committee will not have the power referred to in Article 7:13, fourth paragraph, of the 
General Administrative Law Act, in so far as it concerns the decision regarding the application of 
Article 7:4, sixth paragraph, of the General Administrative Law Act. Exercising this power remains 
reserved for the relevant Minister. 
 
Chapter 8. Criminal, transitional and final provisions 
 
Article 89 
 
1.  Violation of the Articles 23, seventh paragraph, 24, third paragraph, and 25, seventh 

 paragraph, is punishable. 
2.  Violations of the acts punishable under the first paragraph are criminal offences in so far as 

 these have been committed intentionally. In so far these are not criminal offences, they are 
 considered minor offences. 

3.  Violation of the facts punishable under the first paragraph will be punished 
a. in case of a criminal offence, by imprisonment of a maximum of two years or a fine of the 

fourth category; 
b. in case of a minor offence, by imprisonment of a maximum of six months or a fine of the 

fourth category. 
 
Article 90 
 
The Articles 15, 16, 36, 41, 42, 43, 44 and the chapters 4, 6 and 7 are applicable by analogy to 
information processed by or on behalf of the intelligence and security services that have been 
discontinued, on the understanding that the powers and obligations concerned belong to the relevant 
Minister who holds the relevant information. 
 
Article 91 
 
The General Administrative Law Act is not applicable to the preparation, conclusion and 
implementation of decisions based on Article 6, second paragraph, under d and e, Article 7, second 
paragraph, under e and f, and based on the chapters 3 and 5 within the context of the execution of the 
tasks referred to in Article 6, second paragraph, under a, c, d  and e and Article 7, second paragraph, 
under a, c, d, e and f, as well as Article 86, second paragraph, first sentence. 
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Article 92 
 
[Amends the Criminal Code.] 
 
Article 93 
 
[Amends the General Administrative Law Act.]  
 
Article 94 
 
[Amends the Central and Local Government Personnel Act] 
 
Article 95 
 
[Amends the Security Screening Act] 
 
Article 96 
 
[Amends the Police Records Act] 
 
Article 97 
 
[Amends the act of 5 April 2001 for the amendment of provisions regarding the processing of personal 
data (Bulletin of Acts 180).] 
 
Article 98 
 
1.  Regarding requests for information pursuant to the Freedom of Information Act concerning 

 information processed by or on behalf of the services submitted before the coming into force 
 of said act the provisions of this act will remain applicable.  

2.  The first paragraph is applicable by analogy if it concerns requests for information regarding 
 information processed by the co-ordinator or by the intelligence and security services that 
 have been discontinued. 

 
Article 99 
 
Article 34 is not applicable with regard to the special powers exercised by the services as referred to in 
the first paragraph of said article which have taken place before the coming into force of said article. 
 
Article 100 
 
[Amends the Telecommunications Act.] 
 
Article 101 
 
[Amends the Personal Data Protection Act.] 
 
Article 102 
 
[Amends the Incompatibility of Office (States General and European Parliament) Act.]  
 
Article 103 
 
The Intelligence and Security Services Act is repealed. 
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Article 104 
 
After this act comes into force the Regulations on the special service Royal Netherlands Military 
Constabulary (Aanwijzingsregeling bijzondere dienst Koninklijke marechaussee) will be founded on 
Article 60, second paragraph, of this act. 
 
Article 105 
 
1. The Articles of this act will enter into force at a moment determined by Royal Decree. 

Individual articles or paragraphs may enter into force at different moments. 
2. For the publication of this act the Prime Minister, Minister of General Affairs, will lay down the 

new numeration of the articles, paragraphs and chapters of this act, make consistent any 
quotations of articles, paragraphs and chapters in this act and replace the indications ‘19..’ 
appearing in this act by the year of the Bulletin of Acts, Orders and Decrees in which this act 
will be published. 

 
Article 106 
 
This act will be referred to as: Intelligence and Security Services Act under reference of the year of 
appearance in the Bulletin of Acts, Orders and Decrees. 
 
Orders and instructions that this will be published in the Bulletin of Acts, Orders and Decrees and that 
all ministries, authorities and functionaries whom it may concern, will strictly adhere to a strict and 
accurate implementation. 
 
Presented at Lech, 7 February 2002 

Beatrix  
 
The Prime Minister, Minister of General Affairs, 
W. Kok 
 
The Minister of the Interior and Kingdom Relations, 
K.G. de Vries 
 
The Minister of Defence, 
F.H.G. de Grave 
 
The Minister of Justice, 
A.H. Korthals 
 

Published the twenty-sixth of March 2002 
 

The Minister of Justice, 
A.H. Korthals 
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